La memoria de la
escuela-taller 'EI Vivero'
podría seguir viva en
Barbastro

Barbastro

Marina BBface \& The Beatroots actuarán en marzo en la Sala Genius de Huesca

El Gobierno de Aragón actualiza el decreto que regula las escuelas de tiempo libre

Fallece la modelo y artista multidisciplinar Bimba Bosé a los 41 años de edad

## ARAGÓN NEGRO EN HUESCA

convierte en uno de los más retuiteados o en una información de referencia en distintos medios digitales. Uno de los últimos éxitos fue el tuit dado el 17 de diciembre que vinculó la lucha contra el narcotráfico con el famoso y polémico cartel de la serie Narcos en la Puerta del Sol. Un tuit que hasta el momento ha tenido más de 800.000 impresiones y del que se hicieron eco numerosos medios de comunicación. Porque nuestro objetivo final es alcanzar no solo a nuestros usuarios en redes, también al público que se mantiene informado a través de los medios de comunicación tradicionales. Más recientemente, con motivo de la ola de frío de los últimos días, sugerimos evitar disgustos ante la posibilidad de que algún gato se refugiara al calor del motor de los vehículos. Un mensaje que en principio no pensamos que tuviera la excelente repercusión que ha tenido, más de 400.000 en menos de dos días.
Los mensajes que les llegan, ¿les han servido en alguna ocasión para resolver alguna investigación?
-En muchas. Como he resaltado antes, las redes sociales se están convirtiendo en una excelente herramienta para la colaboración ciudadana. Gracias a los mensajes recibidos hemos logrado desarticular importantes grupos de narcotraficantes, redes de tráfico de mujeres o localizar a fugitivos reclamados internacionalmente en menos de 24 horas de la difusión de los tuits solicitando la colaboración.
¿Hacemos en general un uso responsable de las redes sociales?
-Tenemos mucho que aprender, principalmente porque los "malos" suelen siempre estar al quite, aprender de errores e idear nuevas formas para estafarnos o timarnos. Estamos haciendo una importante labor de concienciación en colegios, centros de mayores, asociaciones de vecinos y otros colectivos (además de nuestro trabajo desde @policia o www.facebook.com/policianacional ) para evitar los riesgos de Internet, cuidar nuestra privacidad y evitar ser víctimas de determinados delitos vinculados a las redes. $\bullet$

## silvia barrera: Jefa de la Sección Técnica de la Unidad de Investigación Tecnológica de la Policía Nacional.

## "En la red no vale todo, hay líneas rojas que no se deben cruzar"


#### Abstract

M.M. hUESCA.- Silvia Barrera es inspectora de la Policía Nacional. Con diez años de experiencia en el campo del cibercrimen, en la actualidad es la jefa de la Sección Técnica de la Unidad de Investigación Tecnológica, encargada de la extracción y tratamiento de las evidencias digitales en los operativos de este cuerpo de seguridad. Participa en diversos grupos de trabajo internacional en Europol e Interpol y es profesora de Universidad y especialista en Oratoria. Hace unas semanas que ha publicado su primer operativos informáticos. Además, viajo a reuniones en el extranjero en Europol e Interpol y cuando puedo, participo en labores formativas y de divulgación. Vamos, que no me aburro. ¿En qué consiste la guía que presentará en Huesca, qué utilidad tiene? -Creo que es una guía necesaria en los tiempos que vivimos, donde todo pasa y se mueve a través de las redes sociales. Les ayudará a entender cómo funcionan, a detectar posibles peligros o comportamientos delictivos y a saber reaccionar ante ellos. ¿Qué riesgos entrañan las re-


 libro, Claves de la Investigación Tecnológica, en el que cuenta su experiencia al frente del grupo de Investigación en redes sociales durante cinco años y cómo ha afrontado los casos con los que se ha encontrado. Silvia Barrera presentará esta publicación en Huesca hoy 24 de enero, a las 19 horas, en el Centro Manuel Benito Moliner, en el marco de las jornadas de Aragón Negro.¿Por qué quiso usted ser policía?
-Siempre tuve vocación por ayudar a los demás. Mi formación universitaria hace 20 años siempre fue por esa rama y al final, por cuestiones de la vida y mucho sacrificio, acabé desarrollando mi labor por la policía. Te permite combinar ese aspecto humano con la labor investigativa, que me encanta.
¿Cuál es su trabajo en la Policía? - Investigo el cibercrimen en todo su ámbito. Empecé investigando fraudes a través de la Red, después delitos contra menores y explotación sexual online, estuve cinco años como jefa del grupo de investigación en redes sociales y, en la actualidad, desde hace año y medio soy la jefa del departamento forense de la Unidad de Investigación Tecnológica, encargada de extraer la información de los dispositivos informáticos intervenidos durante los
des sociales que deben volvernos precavidos y qué recomendaciones nos puede proponer para hacer un uso seguro de las redes?
-Es muy difícil resumir algunos consejos pero mencionaré seis muy básicos.
Las redes sociales no realizan verificaciones ni comprobaciones de identidad durante el proceso de registro. Tenlo en cuenta para no fiarte de cualquier perfil que te contacte, por muy atractivo que sea.
Controla tu exposición en las redes. Aportamos más información, en muchos casos personal y confidencial de lo que se debería hacer.
En la red, no vale todo. Hay líneas rojas que no se deben cruzar si nos dirigimos a otros de forma personal o colectiva. Respeto hacia los demás usuarios, el mismo que debes exigir para ti.
Malas prácticas de seguridad, mala configuración de nuestras cuentas o de la privacidad; una gestión arriesgada desde dispositivos desconocidos o conexiones inseguras. Accede desde dispositivos confiables, establece límites y permisos para gestionar tus cuentas con terceros y conéctate desde redes seguras o confiables.
Hacer búsquedas frecuentes sobre la información que tiene la


La inspectora Barrera visita hoy la capital oscense.

## "Las injurias son el delito más frecuente"

Red sobre ti mismo, controlando lo que hay publicado sobre nosotros.
La denuncia no es la solución a cualquier comportamiento sospechoso o delictivo que puedas sufrir. Antes, existen otros mecanismos que puedes valorar como el reporte a la red social, el bloqueo o la propia prevención, y que podrían poner solución al problema al que te enfrentes.
¿Cuáles son los grupos de población más vulnerables ante las redes sociales?
-No existen usuarios menos expuestos, lo estamos todos dependiendo del delito del que se trate y del objetivo que busquen los autores. Desde luego, los menores son más vulnerables porque la red es una forma de experimentar que los adultos ya hemos vivido pero estos últimos sufren el fraude, la suplantación, la extorsión, el insulto y el acoso de igual medida. La diferencia es que lo
vivimos de otra manera. ¿Cuáles son los delitos más frecuentes que se cometen valiéndose de Internet?
-Las injurias, el trato degradante, las amenazas y el acoso, por desgracia, son las "estrellas" de las redes.
¿Qué es lo más complicado para la policía a la hora de investigar en un medio como éste?
-Hay muchas complicaciones. Por eso escribí mi libro sobre las "Claves de la Investigación en Redes Sociales". 420 páginas dan para mucho y en ellas describo cómo es la investigación en redes; a pesar de ser un medio en el que aparentemente sabemos movernos, está lleno de dificultades. Desde luego, que las conexiones y los perfiles puedan ser anónimos y que los autores puedan estar en cualquier lugar de un plantea, nos complica muchísimo la tarea investigativa. $\bullet$

